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২৫ ভা= ১৪২৮

িবষয:় �মাব াইল   �ফ ােন   অিফ িসযা়ল    ই - �মইল Eবহ াের    িনরাপH া   I পস   অJসরণ ।।
LM: িবিসিস'র ১/৯/২১ তািরেখর ই-�মইল (datacenter@bcc.net.bd)

উপY  Z িবষেয় সংি[\ সকেলর অবগিতর জ] জানােনা যাে^ �য, বাংলােদশ কি�উটার কাউি_ল (িবিসিস)) ক` ক LMa 4ারেক
�মাবাইল �ফােন অিফিসযা়ল ই-�মইল Eবহাের িনbcপ িনরাপHা Iপস অJসরেণর জ] অJেরাধ করা হয়:

১.“আপনার �মাবাইল এর িনরাপHা পাসওযা়ড  /fাটান   লক সবসময় অবgয়ই সিhয ় রাiন। �মাবাইল Eবহার না হেল  সব  দা
�মাবাইল িডভাইস লক কের রাiন। আপিন ছাডা় কাউেক আপনার �মাবাইল িডভাইস Eবহার করেত �দেবন না।
২. আপনার �মাবাইল অপােরIং িসেkম (সফটওlা়র) আপেডট  রাiন। mnমাM িনরাপদ উৎস �থেক �মাবাইল অqাপ ডাউনেলাড
কrন। সমs �মাবাইল অqাপস আপtেডট  অথ  াৎ হালনাগাদ রাiন।
৩. িনিuত �হান �য, আপিন একI িনরাপদ ওযা়ই-ফাই সংেযাগ Eবহার করেছন, অনলাইন �পেমv বা Eাংিকং �লনেদন করার
সময,় িনরাপদ এবং িবws পিরিচত ওযা়ই-ফাই সংেযােগর সােথ সংেযাগ aাপন কrন এবং সব  জনীন অজানা ওযা়ই-ফাই সংেযাগ
�থেক সতক  থাyন।
৪. নzন {tথ িডভাইেস সংেযাগ করার সময ়আপনার {tথ আইিড অ| সমেযর় জ] }gমান রাiন। Eবহার না হেল সবসময়
{tথ অপশন ব~ কrন। Yগল (�পয়াড  )  তািলকা �থেক সব  দা �রােনা অEব�ত {tথ িডভাইস �েছ �ফ�ন।
৫. �েযা়জেন সব  দা একI শিZশালী পাসওযা়ড   Eবহার কrন এবং আেগর Eব�ত পাসওযা়ড   �নরায ়Eবহার করেবন না।
৬.  আপনার �মাবাইল �ফােন একI অqািvভাইরাস সফটওয়qার ইনkল কrন।
৭.  �কান সম�া বা অস�িত থাকেল আমােদর অিবলে5 জানান। আপনার �মাবাইল হািরেয ় �গেল বা �ির হেয ় �গেল অিবলে5
আমােদর জানান। �য �কােনা �ে�র জ] দযা় কের ই-�মইল পাঠান �ডটা �সvাের (datacenter@bcc.gov.bd) অথবা
আমােদর কল কrন+88 02 55006840”

এমতাবaায়, খা� অিধদ�েরর সকল িবভাগ/শাখাসহ সকল পয  ােয়র কায  ালয়স�হেক �মাবাইল �ফােন অিফিসযা়ল ই-�মইল
Eবহােরর ��েM িবিসিস ক` ক িনেদ  িশত িনরাপHা Iপসস�হ অJসরেণর জ] অJেরাধ করা হেলা।

সংYিZ: িবিবিস'র ১/৯/২১ তািরেখর ই-�মইল।,  

৯-৯-২০২১

িবতরণ :
১) মহাপিরচালক (��ড-১), খা� অিধদ�র
২) অিতিরZ মহাপিরচালক (চলিত দািয়�), অিতিরZ 
মহাপিরচালেকর দ�র, খা� অিধদ�র

ম�র আলম
িসেkম এনািলk

�ফান: +৮৮-০২-৪৭১১০৬৯৮
ইেমইল: sys@dgfood.gov.bd

১



৩) পিরচালক, �শাসন/ সবিব/ চসসা/ িহসাব ও অথ  / সং�হ/ 
পউকা/ �িশ�ণ িবভাগ, খা� অিধদ�র, ঢাকা।
৪) আ�িলক খা� িনয়�ক, 
ঢাকা/iলনা/রং�র/চ��াম/িসেলট/বিরশাল/রাজশাহী/ময়মনিসংহ
৫) সাইেলা অধী�ক, চ��াম সাইেলা/নারায়ণগ� 
সাইেলা/সা�াহার সাইেলা/আmগ� সাইেলা/iলনা সাইেলা
৬) অিতিরZ পিরচালক, অভq�রীণ িনরী�া িবভাগ, খা� 
অিধদ�র
৭) অিতিরZ পিরচালক, এমআইএসএ�এম িবভাগ, খা� 
অিধদ�র
৮) ত�াবধায়ক �েকৗশলী, িনম  াণ ও র�ণােব�ণ ইউিনট 
(িসএমইউ), খা� অিধদ�র
৯) �ধান িনয়�ক, ঢাকা।
১০) �ধান িমলার, ঢাকা
১১) �জলা খা� িনয়�ক, (সকল) [সকল উপেজলা খা� 
িনয়�কগণেক অবিহতকরেণর অJেরাধসহ]
১২) চলাচল ও সংর�ণ িনয়�ক, চলাচল ও সংর�ণ িনয়�েকর 
দ�র, চ��াম
১৩) চলাচল ও সংর�ণ িনয়�ক, চলাচল ও সংর�ণ িনয়�ক, 
iলনা
১৪) অিফস কিপ
১৫) মাkার কিপ।
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From
: System Analyst <sys@dgfood.gov.bd>
Subject
: Fwd: Important security tips when using official email on your mobile phone

To
: manzooralam74 <manzooralam74@gmail.com>, Information <info@dgfood.gov.bd>

Zimbra info@dgfood.gov.bd

Fwd: Important security tips when using official email on your mobile phone

Thu, Sep 02, 2021 02:48 PM

From: "datacenter" <datacenter@bcc.net.bd>
Cc: "Rezwana Sharmin" <rezwana.sharmin@bcc.gov.bd>
Sent: Wednesday, September 1, 2021 3:44:23 PM
Subject: Important security tips when using official email on your mobile phone

Dear
Sir,

Please follow the following
security tips while using the Official Email in your mobile phone:

Make
sure your mobile security password/pattern lock is
active. At your void time, always keep mobile device locked. Don't let
anyone use your mobile device except you.
Keep
your mobile operating system (software) updated. Always download mobile apps only from secure sources.
Keep all mobile
apps up to date.
Make sure you're using a secure Wi-Fi connection, when making online payments or
banking transactions, connect to secure and
trusted known Wi-Fi connections and
careful with public unknown Wi-Fi connections. 
Keep
your Bluetooth ID only visible for a short time when connecting to a new
device. Always turn off Bluetooth options when not
in
use. Always remove old unused Bluetooth device from the paired
list.
Always
use a strong password when needed and
don’t re-use previous password.
Install an antivirus solution on your mobile phone.
Let
us know immediately if there are any problems or inconsistencies. Notify
us immediately if your mobile is lost or stolen.
For any
queries please send email to Data Center (datacenter@bcc.gov.bd)
or call us at +88 02 55006840

আপনার মোবাইল ফোনে অফিসিয়াল ইমেইল ব্যবহার করার সময় দয়া করে নিম্নলিখিত
নিরাপত্তা টিপস অনুসরণ করুন:

আপনার মোবাইল এর নিরাপত্তা পাসওয়ার্ড/প্যাটার্ন 
লক সবসময় অবশ্যই সক্রিয় রাখুন।
মোবাইল ব্যবহার না হলে  সর্ব দা
মোবাইল ডিভাইস
লক করে রাখুন। আপনি ছাড়া কাউকে আপনার মোবাইল ডিভাইস ব্যবহার করতে দেবেন না।
আপনার মোবাইল অপারেটিং
সিস্টেম (সফটওয়্যার) আপডেট  রাখুন। শুধুমাত্র  নিরাপদ উৎস থেকে মোবাইল অ্যাপ ডাউনলোড
করুন। সমস্ত মোবাইল অ্যাপস আপ টু  ডেট রাখুন।
নিশ্চিত হোন যে, আপনি একটি নিরাপদ ওয়াই-ফাই সংযোগ ব্যবহার করছেন, অনলাইন পেমেন্ট বা ব্যাংকিং লেনদেন করার
সময়, নিরাপদ এবং
বিশ্বস্ত পরিচিত ওয়াই-ফাই সংযোগের সাথে সংযোগ স্থাপন করুন এবং সর্ব জনীন অজানা ওয়াই-ফাই
সংযোগ
থেকে সতর্ক থাকু ন।
নতুন ব্লুটুথ ডিভাইসে
সংযোগ করার সময় আপনার ব্লুটুথ আইডি অল্প সময়ের জন্য দৃশ্যমান রাখুন। ব্যবহার না হলে সবসময়
ব্লুটু থ
অপশন বন্ধ করুন। যুগল (পেয়ার্ড)  তালিকা
থেকে সর্ব দা পুরানো অব্যবহৃত ব্লুটুথ ডিভাইস মুছে ফেলুন।
প্রয়োজনে সর্ব দা একটি
শক্তিশালী
পাসওয়ার্ড ব্যবহার করুন এবং আগের ব্যবহৃত পাসওয়ার্ড পুনরায় ব্যবহার করবেন না।
আপনার মোবাইল ফোনে একটি
অ্যান্টিভাইরাস
সফটওয়্যার ইনস্টল করুন।
কোন সমস্যা বা অসঙ্গতি
থাকলে আমাদের অবিলম্বে জানান। আপনার মোবাইল হারিয়ে গেলে বা চু রি হয়ে গেলে অবিলম্বে
আমাদের জানান। যেকোনো প্রশ্নের জন্য
দয়া করে ইমেইল পাঠান ডেটা সেন্টারে (datacenter@bcc.gov.bd)
অথবা আমাদের
কল করুন +88 02 55006840 

Regards
National Data Center Operation Team
Bangladesh Computer Council (BCC)
Phone: +88 02 55006840
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messaging (including content), may be scanned by our systems for the purposes of information security and assessment of internal compliance with organization policy.


